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Blockchain-based CBE Model

e The scalability issue inherited from the
¢ (1) Request. The user sends the revocation requests to a smart contract (SC). blockchain.
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¢ (2) Manage. The SC (1) stores the revocation conditions. (2) sets the incentive e The privacy issue in the revocation.

Solution policies. (3) verifies the eligibility of revocations.
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e (5) Release. After a successful revocation, the leaves in the subset will be pushed

back to users for further decryption.
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